Wolli PTY Ltd. dba Bread (“Bread” “we” or “us”) respects your privacy and recognizes the
importance of your personal information. We are committed to protecting your information
through our compliance with this Privacy Policy.

This Privacy Policy describes the types of information we may collect when you visit our
website, use our app and interact with the services we offer (collectively, our “Services”) and our
practices for using, maintaining, protecting and disclosing that information.

INFORMATION COLLECTION, USE AND SHARING

Our Services will collect and use certain information you provide to us. This information may
include:

e Information you provide when you subscribe to our Services, such as your name and
email address, as well as your credit card or other billing information.

e Information you provide when seeking technical assistance and/or interacting with
customer service.

e Records and copies of your correspondence, including email address, if you contact us.
e Details of any other transactions you carry out through our Services.

We will use your personal information (i) for the purpose you provided it, such as to present the
Services and its content to you, (ii) to notify you about our events or services, and (iii) for the
purpose of aggregated statistical analysis regarding how you and others use our Services. For any
other use, we will first obtain your explicit consent.

We will not sell or rent your personal information to anyone. We will not disclose your personal
information to any third party outside of our organization, other than:

e To contractors, service providers and other third parties we use to support our business
and who are bound by contractual obligations to keep personal information confidential
and use it only for the purposes for which we disclose it to them.

e Toabuyer or other successor in the event of a merger, divestiture, restructuring,
reorganization, dissolution or other sale or transfer of some or all of our assets, whether
as a going concern or as part of a bankruptcy, liquidation or similar proceeding, in which
personal information held by us about our users is among the assets transferred.

e To fulfill the purpose for which you provide it including but not limited to interacting
with other users of the Services.

e For any other purpose disclosed by us when you provide the information.
e With your consent.

e To comply with any court order, law or legal process, including to respond to any
government or regulatory request.

e To enforce or apply our User Agreement(s) and other agreements.

3646-1001 / 1913974.1



As you use our Services, we may use automatic data collection technologies to collect certain
information about your equipment, browsing actions and usage patterns. The technologies we
use for this automatic data collection include cookies. A cookie is a small file placed on the hard
drive of your computer. You may refuse to accept browser cookies by activating the appropriate
setting on your web browser.

YOUR ACCESS TO AND CONTROL OVER INFORMATION

You may contact us concerning following at any time by using the following
email bread.development.team@qgmail.com :

Status of your membership;
Opting in and out of future contacts from us.

e See what information we have about you, if any.
e Change, correct, or have us delete any information we have about you.
e Express any concern you have about our use of your information.

SECURITY

We have implemented reasonable measures designed to secure your personal information from
accidental loss and from unauthorized access, use, alteration and disclosure. Unfortunately, the
transmission of information via the internet is not completely secure. Although we do our best to
protect your personal information, we cannot guarantee the security of your personal information
transmitted via our Services. Any transmission of personal information is at your own risk. We
are not responsible for circumvention of any privacy settings or security measures contained in
the Services.

UPDATES

We post any changes we make to our Privacy Policy on this page. The date the Privacy Policy
was last updated is identified at the bottom of this page. You are responsible for periodically
visiting our Services and this Privacy Policy to check for any changes.

CALIFORNIA RESIDENTS

If you reside in the State of California when you visitor use our Services, this portion of this
policy applies to you. We adopt this notice to comply with the California Consumer Privacy Act
of 2018 (“CCPA”) and other California privacy laws. Any terms defined in the CCPA have the
same meaning when used in this notice.

Information We Collect

We collect information that identifies, relates to, describes, references, is capable of being

associated with, or could reasonably be linked, directly or indirectly, with a particular consumer
or device. In particular, we collect the following categories of personal information: Identifiers
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like your name, address, Internet Protocol address and/or email address, phone number, financial
information, age, citizenship, disabilities, gender and/or veteran status as well as your access
history and information related to your interaction with our Services.

We obtain the categories of personal information listed above from the following categories of
sources:

Directly from our clients or their agents. For example, from information our clients
provide to us related to the Services for which they engage us.

Directly from you. For example, through information we ask from you when our clients
or their agents subscribe and engage our Services.

Directly and indirectly from you when using our Services or visiting our website. For
example, usage details collected automatically in the course of your interaction with our
platform or website.

Use of Personal Information

We may use or disclose the personal information we collect for one or more of the following
business purposes:

To fulfill or meet the reason for which the information is provided. For example, to
connect influencers and businesses and facilitate services and payment.

To provide you with email alerts and other notices concerning our Services, or updates to
your insurance application process.

To improve our Services to you.
For testing, research, analysis and product development.

As necessary or appropriate to protect the rights, property or safety of us, our clients or
others.

To respond to law enforcement requests and as required by applicable law, court order, or
governmental regulations.

As described to you when collecting your personal information or as otherwise set forth
in the CCPA.

To evaluate or conduct a merger, divestiture, restructuring, reorganization, dissolution, or
other sale or transfer of some or all of our assets, whether as a going concern or as part of
bankruptcy, liquidation, or similar proceeding, in which personal information held by us
is among the assets transferred.

We will not collect additional categories of personal information or use the personal information
we collected for materially different, unrelated, or incompatible purposes without providing you

notice.

Sharing Personal Information
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We may disclose your personal information to a third party for a business purpose. When we
disclose personal information for a business purpose, we enter a contract that describes the
purpose and requires the recipient to both keep that personal information confidential and not use
it for any purpose except performing the contract. We disclose your personal information for a
business purpose to the following categories of third parties:

e Business users of our Services or their agents for which you have engaged in a business
contract;

e Service providers that help is provide the Services to you;

e Third parties to whom you or your agents authorize us to disclose your personal
information in connection with our Services.

Your Rights and Choices

The CCPA provides California residents with specific rights regarding their personal
information. This section describes your CCPA rights and explains how to exercise those rights.

Access to Specific Information and Data Portability Rights

You have the right to request that we disclose certain information to you about our collection and
use of your personal information over the past 12 months. Once we receive and confirm your
verifiable consumer request, we will disclose to you:

e The categories of personal information we collected about you.
e Our business or commercial purpose for collecting that personal information.
e The categories of third parties with whom we share that personal information.
e The specific pieces of personal information we collected about you (also called a data
portability request).
Deletion Request Rights

You have the right to request that we delete any of your personal information we collected from
you and retained, subject to certain exceptions. Once we receive and confirm your verifiable
consumer request, we will delete (and direct our service providers to delete) your personal
information from our records, unless an exception applies.

We may deny your deletion request if retaining the information is necessary for us or our service
providers to:

1. Complete the transaction for which we collected the personal information, provide a good
or service that you requested, take actions reasonably anticipated within the context of
our ongoing business relationship with you, or otherwise perform our contract with you.

2. Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal
activity, or prosecute those responsible for such activities.
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Debug products to identify and repair errors that impair existing intended functionality.

4. Exercise free speech, ensure the right of another consumer to exercise their free speech
rights, or exercise another right provided for by law.

5. Comply with the California Electronic Communications Privacy Act (Cal. Penal Code §
1546 seq.).

6. Engage in public or peer-reviewed scientific, historical, or statistical research in the
public interest that adheres to all other applicable ethics and privacy laws, when the
information’s deletion may likely render impossible or seriously impair the research’s
achievement, if you previously provided informed consent.

7. Enable solely internal uses that are reasonably aligned with consumer expectations based
on your relationship with us.

8. Comply with a legal obligation.

9. Make other internal and lawful uses of that information that are compatible with the
context in which you provided it.

Exercising Access, Data Portability, and Deletion Rights

To exercise the access, data portability, and deletion rights described above, please submit a
verifiable consumer request to us by email at bread.development.team@gmail.com

Only you or a person registered with the California Secretary of State that you authorize to act on
your behalf, may make a verifiable consumer request related to your personal information. You
may also make a verifiable consumer request on behalf of your minor child.

You may only make a verifiable consumer request for access or data portability twice within a
12-month period. The verifiable consumer request must:

e Provide sufficient information that allows us to reasonably verify you are the person
about whom we collected personal information or an authorized representative.

e Describe your request with sufficient detail that allows us to properly understand,
evaluate, and respond to it.

We cannot respond to your request or provide you with personal information if we cannot verify
your identity or authority to make the request and confirm the personal information relates to
you. Making a verifiable consumer request does not require you to create an account with us.
We will only use personal information provided in a verifiable consumer request to verify the
requestor’s identity or authority to make the request.

Response Timing and Format
We endeavor to respond to a verifiable consumer request within 30 days of its receipt. If we

require more time (up to 90 days), we will inform you of the reason and extension period in
writing. If you have an account with us, we will deliver our written response to the registered
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email associated with the account. If you do not have an account with us, we will deliver our
written response by mail or electronically, at your option. Any disclosures we provide will only
cover the 12-month period preceding the verifiable consumer request’s receipt. The response we
provide will also explain the reasons we cannot comply with a request, if applicable. For data
portability requests, we will select a format to provide your personal information that is readily
useable and should allow you to transmit the information from one entity to another entity
without hindrance.

We do not charge a fee to process or respond to your verifiable consumer request unless it is
excessive, repetitive, or manifestly unfounded. If we determine that the request warrants a fee,
we will tell you why we made that decision and provide you with a cost estimate before
completing your request.

CANADA

If your use of the Services is subject to Canadian law, this portion of this policy applies to you.
We are committed to protecting your information through our compliance with Canada’s
Personal Information Protection and Electronic Documents Act “PIPEDA”.

What kinds of information do we collect?

We collect data that is necessary and relevant provide the Services, colloquially: “connecting
influencers and businesses.” Examples of data that may be collected are data that relate
specifically to your business and transaction history and other other personal identifying
information.

Why do we collect your data?

We collect data about you at your request and to facilitate the Services. For example, when you
login and fill out proposed gig information or communicate with other users on our platform we
store that information so that you and they can access this information in future.

How do we use the information we collect?

We use data about your site visit to deliver meaningful, contextual, and time-saving experiences.
For example, when you enter data in one form that can be used in other forms, we automatically
populate this data into all forms for your convenience and ease. When we collect data about what
kind of device you are using, which browser, what OS you are using, or which pages you visit on
the platform; we use this data for analytics and to diagnose any Customer Service issues you may
have.

How is this information shared?
Currently, this information is shared only between us, you and your partners who use the

Services. Additionally, we do have third-party analytics tools that gather data about your site
experience; we use information about your site experience to develop new products and features.
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What technologies are used for data?

Spring as a Java web-framework as back-end technology

Flutter as a cross-platform mobile technology as front-end technology

PostgreSQL as a database for data persistence

Redis as caching service

Apache Solr to quickly retrieve data

Google Cloud Platform (“GCP?”) for all application services implementing the business
logic

How do you protect and secure my data?

We use the GCP to provide a secure and reliable cloud environment for our software. The network
access is restricted on an as-needed basis and all network communication occurs over secure
SSL/TLS. We do not store your passwords in plain text. We encrypt all passwords with the berypt
algorithm, which prevents decryption.We perform server-side logging of all interactions with our
services for security and errors and omissions (“E&Q”) purposes.

When and how do you destroy data?

Users may terminate their account upon request. Following such termination, the application uses
the data obfuscation process to redact all sensitive and/or personal data making it unidentifiable.

International / US Data Consent

By working with us, your data is subject to US jurisdiction and all applicable laws. One specific
law, the US Patriot ACT, gives the US government the ability to request metadata and personal
data but only if there is reasonable suspicion that is based on specific facts. By using the
Services, you understand that your personal data could be queried by the US Government if there
is reasonable suspicion of any nature of the violation(s).

What if I don’t want to give consent?

You will not be able to use the Services.

How can | access all of the data about me that you store?

You can gain access to your information either by logging into the Services or by letting us know
you’d like access to your information via bread.development.team@gmail.com

What if | want to file a complaint?

If you would like to file a complaint please email our Privacy Officer directly at
bread.development.team@gmail.com and include all relevant details. Our Privacy Officer will
acknowledge receipt of your complaint and reply to your complaint within 30 days. You also
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have the right to complain directly to the Office of the Privacy Commissioner of Canada about
any alleged breaches of the law.

What is the expected response time if | file a complaint?
If you submit a complaint to us we will respond back to you within 30 days.
QUESTIONS AND COMMENTS

To ask questions about or comment on this Privacy Policy and our privacy practices, you may
contact us at pbread.development.team@gmail.com

Updated: 12.17.2021

3646-1001 / 1913974.1


mailto:bread.development.team@gmail.com

